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Office of the Secretary of Defense § 316.6 

PART 316—DEFENSE INFORMATION 
SYSTEMS AGENCY PRIVACY 
PROGRAM 
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AUTHORITY: Pub. L. 93–579, 88 Stat. 1986 (5 
U.S.C. 552a). 

SOURCE: 40 FR 55535, Nov. 28, 1975, unless 
otherwise noted. Redesignated at 57 FR 6074, 
Feb. 20, 1992. 

§ 316.1 Purpose. 
This part delineates responsibility 

and provides guidance for the imple-
mentation of Pub. L. 93–579 (Privacy 
Act of 1974). 

§ 316.2 Applicability. 
This part applies to Headquarters, 

Defense Information Systems Agency 
(DISA) and DISA field activities. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 57 
FR 6074, Feb. 20, 1992, as amended at 62 FR 
26389, May 14, 1997] 

§ 316.3 Authority. 
This part is published in accordance 

with the authority contained in 32 CFR 
part 310, August 1975. 

[40 FR 55535, Nov. 28, 1975. Redesignated and 
amended at 57 FR 6074, Feb. 20, 1992] 

§ 316.4 Definitions. 
Add to the definitions contained in 32 

CFR 310.6 the following: 
System Manager: The DISA official 

who is responsible for policies and pro-
cedures governing a DISA System of 
Record. His title and duty address will 
be found in the paragraph entitled 
Sysmanager in DISA’s Record System 
Notices which are published in the 
FEDERAL REGISTER in compliance with 
provisions of the Privacy Act of 1974. 

[40 FR 55535, Nov. 28, 1975. Redesignated and 
amended at 57 FR 6074, Feb. 20, 1992; 62 FR 
26389, May 14, 1997] 

§ 316.5 Policy. 
It is the policy of DISA: 

(a) To preserve the personal privacy 
of individuals, to permit an individual 
to know what records exist pertaining 
to him in the DISA, and to have access 
to and have a copy made of all or any 
portion of such records and to correct 
or amend such records. 

(b) To collect, maintain, use, or dis-
seminate any record of identifiable per-
sonal information in a manner that 
assures that such action is for a nec-
essary and lawful purpose; that the in-
formation is timely and accurate for 
its intended use; and that adequate 
safeguards are provided to prevent mis-
use of such information. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 57 
FR 6074, Feb. 20, 1992, as amended at 62 FR 
26389, May 14, 1997] 

§ 316.6 Procedures and responsibil-
ities. 

(a) The Counsel, DISA, is hereby des-
ignated the Privacy Act Officer for 
DISA and is responsible for insuring 
that an internal DISA Privacy Pro-
gram is established and maintained. He 
will also insure that all echelons of 
DISA effectively comply with and im-
plement 32 CFR part 310. 

(b) The Civilian Assistant to the 
Chief of Staff will be responsible for 
the annual reporting requirements con-
tained in 32 CFR 310.5. 

(c) DISA System Managers and other 
appropriate DISA officials will: 

(1) Insure compliance with the provi-
sions of 32 CFR 310.9. 

(2) Comply with the provisions of 32 
CFR 286a.11. In this area the Assistant 
to the Director for Administration will 
provide assistance. 

(3) Adhere to the following: 
(i) Within DISA, the System Manager 

of any record system will assure that 
records pertaining to an individual will 
be disclosed, upon request, to the indi-
vidual to whom the record pertains. 
The individual need not state a reason 
or otherwise justify the need to gain 
access. A person of the individual’s 
choosing may accompany the indi-
vidual when the record is disclosed. 
The System Manager may require the 
individual to furnish a written state-
ment authorizing discussion of the in-
dividual’s records in the presence of 
the accompanying person. If requested, 
the System Manager will have a copy 
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